
Monon Town and Township Public Library  
Board of Trustees  

Meeting Agenda // March 13, 2023, 4PM EST 
 

1. Call to Order 
2. Approval of February 13, 2023 Board Meeting & Board of Finance Minutes  
3. Claims/Payroll for February 2023 /Treasurer’s Report 
4. Librarian’s Report 

 
 

5. Personnel Report  
a. None  

 
6. Old Business  

a. Alliance Bank CDs 
 
 

b. Light conversion/electrical work  
 
 

7. New Business 
a. IT Service Contract  

 
 
 
 

8. Adjournment 
The next meeting is Monday, April 10, 2023 at 4PM.  



Monon Town and Township Public Library Board of Trustees Meeting
Monday, February 13, 2023, 4PM

Present: Austin Stroud, Lexi Reagan, Stanley Minnick, Clark Raver, Jennifer Annis,
Absent: Desi Kyle, Rosemary Cooley, Julie Hart
Call to Order: Called to order by Clark Raver at 4:00PM.

Minutes - Jennifer Annis made a motion to approve the January 9 board meeting
minutes and board of finance meeting minutes and Stanley Minnick seconded. All were
in favor, and the motion passed.

Finances/Treasurer’s Report - Jennifer Annis made the motion to accept the financial
reports, and sign the claims register. Lexi Reagan seconded the motion. All were in
favor. The motion passed.  .

Librarian’s report - We received the shed since last month’s meeting, and moved the
bike inside.

We received a quote for electrical work. You’ll see that on the agenda further down.
NIPSCO provides incentives, but it’s only until the money runs out each year so I would
say we should act on this relatively quickly. If it doesn’t work out getting money back, it’s
still something we need to do for the long-term. Austin is suggesting we move forward
with this out of Rainy Day funds for repairs and maintenance. Stanley Minnick made a
motion to approve doing this work out of the Rainy Day funds, and Jennifer Annis
seconded. All present were in favor and the motion passed.

We haven’t done anything with the automatic doors yet because we’re still having some
water issues in the front entrance. Harry Mohler came down on Thursday, February 9 to
look at and is going to talk to the company that did the work.

Barbara and I have the time clock setup, so we will start using it this month.

This year, we don’t have any pressing training needs. Austin is requesting that we still
remain closed on Good Friday in April since we have a long lull this time of year without
any holidays or breaks. We will resume the training day next year when our CPR
certification needs renewed. It was agreed to remain closed since it already was
approved as a closed holiday for 2023. We will discuss library holidays in general later.



Edith is starting to do some programming targeted at adults.  We are going to try to do
something about once/month that is crafting or gaming related.

From Barbara:  The Pre-School Story Time has two toddlers attending. We have had
several more parents interested but at this time they have not attended. The after
school Library Club has 12 attending. On March 2, Kim Hoover of Hoots to Howls will be
providing an educational wildlife program, complete with owls, other raptors and turtles.
On March 30th during Spring Break, Molly Childers, will host a Building Block Party. We
have held these programs before. Both the children and the parents really liked them.

Personnel Report -
None.

Old Business -
None.

New Business -

Alliance Bank CDs - we have several maturing in February. Alliance Bank is currently
offering a special on 17-month CDs for 3% interest. Jennifer Annis made a motion to
close the maturing CDs and reopen the 17-month CDs with the same signers, and
Stanley Minnick seconded. All present were in favor, and the motion passed. Jennifer
took the folder of CD paperwork with her, and Austin will contact her and Desi to go to
the bank after we have the minutes signed.

Austin shared the annual financial report and the annual state library report. Austin and
the Board President, Clark Raver, signed the certification for the state library annual
report.

We covered the electrical work as part of the librarian’s report.

Austin shared an update to our internal controls policy to reflect having a time clock.
The board also wanted this policy updated to reflect who is on each of our accounts, so
Austin will add that.  Jennifer Annis made a motion to approve this change, and Lexi
Reagan seconded. All present were in favor, and the motion passed. The board also
signed a certification that we have a policy in place and that all employees have
received training.



Stanley Minnick made a motion to adjourn the meeting at 4:38PM and Lexi Reagan
seconded.  All present were in favor, and the motion passed.  The next meeting:
Monday, March 13, at 4PM.

_______________________ _______________________
Clark Raver, President Stanley Minnick, Acting Secretary



























Librarian’s Report – March 13, 2023 
This past month has been busy.  We had another company look at the electrical work. We’re hoping to 
have this done sometime in April. They said that we’ll get an additional 5% discount if we pay with our 
credit card. You’ll see the types of lights later on the agenda. Our card only has a $5,000 limit at the 
moment, so Austin plans to reach out to the bank to see if we can get that increased to $20,000 or so if 
the board approves. Last month, it was already approved to move forward with this out of the Rainy Day 
fund.  

Austin met with AVC again to discuss IT service through them. We have discussed this before, and it is 
costly, but it is needed. You’ll see that later on the agenda, but Austin is recommending that we go with 
the cost that includes the advanced security services for $1184/month.  An onboarding fee of the same 
amount also would apply. If we wait until the last six months of the year to implement this, it would cost 
us $8,288 in 2023.  We may have additional cost to replace our server, but besides the automatic doors 
we don’t have any other costs coming out of LIRF for repairs/maintenance. We should have just enough 
to cover this. Austin can build into the 2024 budget.  

The phone in the elevator stopped working, but the phone company was able to get that going again. It 
was discovered when the elevator company came by to do an annual test. We’ll be billed for the phone 
company coming down to fix it.  

ENA (Internet provider) negotiated a new contract with the State Library that will allow us to increase 
our Internet speeds from 50mbps to 500mbps for the next few years. We may have to drop down again 
for the next contract, but we’ll enjoy it while it lasts. Even with this increase, our bill will go down about 
$100/month.    

We’re still waiting on the water issue in the front entrance to be addressed.  I’ve followed up a few 
times, but haven’t gotten anywhere else with it (so the automatic doors can’t be fixed yet).  

From Barbara:  The Reading Outreach program will be starting at the Elementary school on March 7, 
2023. This program will continue through the end of April. The after school Library Club and Pre-School 
Story time will also continue through April.  

Kim Hoover, from Hoots to Howls Wildlife Rehabilitator, held a program for children and adults on 
Thursday, March 1. There were 23 in attendance. Kim brings raptors who act as educational 
ambassadors. The children and adults are amazed at the facts that they learn and Kim is always hoping 
to spark the interest of a youth in the audience.   

The planning for the Summer Reading program is already underway. Our theme this year will be, “It’s a 
Star-Spangled Summer- Read!” It will go from June 1 through July 6. During the Summer Reading 
program we will be hosting “Silly Safaris” on Saturday, June 3rd @ 11:00 am and “Roz Puppets” on July 
6.  The “Silly Safaris” program will also be available to the community during the Food Fest Festival.  

 



Collection Area February 2023 Circulation February 2022 Circulation February 2021 Circulation

Adult Fiction 262 197 169

Adult Non-Fiction 111 46 41

Adult/Juvenile DVDs/Videos 126 154 119

Adult/Juvenile Audiobooks 1 6 5

Magazines 32 22 33

Juvenile Fiction 215 80 48

Juvenile Non-Fiction 48 2 4

Young Adult/Teen 20 15 15

Video Games 33 0 1

Hoopla 53 25 26

Overdrive (ebooks/e-audio) 211 146 275

Hotspots 17 11 0

Library of Things 0 0 0

Total Circulation (# of checkouts) 1129 704 736
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^[JOB_EMAIL_SUBJECT="PRICE QUOTE FOR MONON LIBRARY"]
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^[DOCRET=2925]

^[FMT="PDFLETTER"]

^[SALESCOMP="M"]

PRICE QUOTE

4820 23rd Ave S Suite 200 Fargo, ND 58104
1-800-632-8527 WWW.MEBULBS.COM

Valid for 30 days from
Date:

Job/Ref #:
03-09-2023
41660744

Bill To: Ship To:
SAME MONON LIBRARY

427 N MARKET ST
ATTN AUSTIN STROUD
MONON IN 47959-9799

Email:

Phone:

Fax:

(219) 253-6517

Rep:

Email:

Phone:

RAY HOOPER

(219) 789-2712

Line Qty Code Description Price Total

ASTROUD@MONON.LIB.IN.US

RHOOPER@MEBULBS.BIZ

1 32 CLB245 20.00 640.00L16.5T8/4FT/5K/BYP SE-DE/SG/DLC 7YR

2 44 CM3545 85.00 3,740.0054WT30/360/50K/MOG/120-277V/7YR

3 2 CFC505 185.00 370.0050W FULL-CUTOFF WALLPACK/50K/120-277V/7YR

4 1 CFP924 110.00 110.0025W MINI WALLPACK /BLACK/40K/PHOTCELL/120-
277V  7YR

5 122 CBU135 25.00 3,050.00LU13T8/U6/5K/DI-BYP 7YR

Terms/Notes:

Total: 7,910.00

Free freight on orders over $2000 if items are 4’ or less and $3000 if any item is over 4’

       CLB245 - 4FT LEDS FOR OFFICES, ELEVATOR, DISPLAY CASE, FURNACE ROOM AND COMPUTER
ROOM
CM3545 - COB LIGHTS FOR CHANDELIERS, WALL SCONTS AND OUTSIDE LAMP POLES
CFC5C5 - TO REPLACE THE OUTSIDE WALL LIGHTS IN THE BACK BUILDING WHERE EMPLOYEES PARK.
THESE LIGHTS WILL ONLY LUMINATE UP TO THE CARS AND NOT PAST THE ALLEY.....  THEY CAN ALSO
BE FITTED WITH DUSK TO DAWN OR MOTION SENSORS (30% DIMMING) WHEN NOT IN USE
CFP924 - TO REPLACE THE OUTSIDE WALL LIGHT IN STAIRWAY IN BACK OF BUILDING
CBU135 - U BEND LED LIGHTS TO REPLACE ALL THE FLOURESCENT U BENDS IN THE 2X2 TROFFERS
DOWNSTAIRS

I AM ESTIMATING LABOR COSTS TO BE BETWEEN $8000 AND $12,000.00
TOTAL NIPSCO REBATE CURRENTLY IS $6810.00.   IF NIPSCO APPROVES A 20% INCREASE ADDITIONAL
REBATE ADD ON WOULD BE $1362.00
YEARLY ENERGY SAVINGS WOULD BE SIGNIFICANT $5000.00 ESTIMATED PER YEAR.  THE BIGGEST
BENEFIT WOULD BE THE CHANDELIERS, GOING FROM 435 WATT TO 54 WATTS.

Thank you for your business!
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Report of FindingsReport of Findings

   

  

  

 

RESULTS FOR:

Monon Public Library
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Findings: Score CardFindings: Score Card

   

  

  

 

RISK BREAKDOWN

RESULTS FOR:

Monon Public Library
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MethodsMethods
 HIGH RISK ISSUES  Page 1/2

IMPROPERLY ESCAPED SERVICE FILE PATH
Hackers use service paths like this to insert executables in the file path to allow them to gain service
level or administrative level access to a device. This provides a way for the attacker to simply phish a
user and gain additional access to the network or other resources that the normal user has rights to
access.

COMPUTER SERVICE PATH

UPSTAFF2018 EpsonBidirectionalService C:\Program Files (x86)\Common Files\EPSON\eEBAPI\eEBSVC.exe

Remediation:Remediation: Add quotes to the services listed above so they are properly escaped and an attacker
cannot insert malicious code into the path, restart the service and gain system level access.

CONFIDENTIALCONFIDENTIAL
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MethodsMethods  Page 2/2

PENETRATION TEST - REASONING / METHODOLOGY
Do you know WHY users are your biggest cybersecurity threat? Because studies show that 91% of ALL
cyberattacks start with a phishing email. This puts the hacker right inside your organization. Our team
uses a proprietary (patent pending) process to go beyond phishing training and find out what a hacker
can gain access to when someone in your organization is phished. 

Internal TestingInternal Testing - Considering over 90% of cyberattacks begin with a phishing email and over 19.8% of
employees click phishing email links, our team focuses on what the attacker will gain access to if a
normal user were to click a link. We target employees who are the most likely to be phished. These
employees also happen to be the ones who have the most to lose: CEOs, CFOs, Directors, HR and sales
team members. Why are they more likely to be phished in the first place? They are often
communicating with people outside your organization AND they process many more emails than
others. 

External TestingExternal Testing - What about the other 9% of attacks, how do they get started? Hackers build
sophisticated automation that is constantly scanning the internet looking for vulnerabilities. They use
these vulnerabilities to get into networks. Galactic Advisors uses some of the same tactics to outline
the perimeter of your organization, look for exposed services, find vulnerabilities, and attempt to
exploit them. 

The following report contains evidence of our findings, remediation steps, as well as descriptions of
the risks associated with them. 

Hackers are constantly coming up with new attack chains and vulnerabilities. These new methods
need to be evaluated and remediated often. Best practice includes regular ongoing security
assessments to identify and respond to these new threats.
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AccountsAccounts
 MEDIUM RISK ISSUES  Page 1/6

ACTIVE USERS WITHOUT EXPIRING PASSWORDS
Attackers exploit leaked passwords to gain network access. Stale passwords jeopardize the network to
breaches and attacks, and are completely preventable through an enforced password change policy.

COMPUTER NAME USERNAME

UPMAINCIRC2018 admin

MPL-DIR-2020 MPL-Admin

UPSTAFF2018 MPL-Admin

Remediation:Remediation: Enforce a password policy for all organization-related accounts. Monitor for non-compliance
and remediate user password hygiene when necessary.

CONFIDENTIALCONFIDENTIAL
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AccountsAccounts
 MEDIUM RISK ISSUES  Page 2/6

ADMIN USER PASSWORD DOES NOT EXPIRE
Administrative user accounts have unrestricted access to critical infrastructure on the network. Hackers
aggressively hunt for administrative credentials as a means to access your network. Stale administrator
passwords open organization-wide risk to data breaches and attacks.

USERNAME GROUP

admin Administrators

MPL-Admin Administrators

Remediation:Remediation: Create a policy in Active Directory to force Administrative users to change their passwords
periodically. Also consider enforcing password complexity, length and reuse rules. Also, create guidelines
when use of an Administrative account is acceptable.
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AccountsAccounts
 HIGH RISK ISSUES  Page 3/6

DISTRIBUTED LOCAL ADMIN ACCOUNT
The same admin account is used on multiple machines. When this account shares a password,
attackers can use the NTLM hash to move laterally from computer to computer without even cracking
the password.

USERNAME COUNT

MPL-Admin 2

Remediation:Remediation: Do not use the same admin account and password on multiple machines.

CONFIDENTIALCONFIDENTIAL
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AccountsAccounts
 HIGH RISK ISSUES  Page 4/6

PASSWORDS CRACKED
Total passwords cracked: 229Total passwords cracked: 229

Passwords were cracked on computers within the environment. Hackers use tools like memory abuse,
abusing user privilege, and ripping to obtain access to your passwords when you are phished. When this
happens, these passwords are used to break into systems inside and even outside of the victim's
environment. Below is a small sample of the passwords that were cracked. For a complete listing of
passwords our team cracked by abusing user privilege refer to the detail report.

COMPUTER NAME BROWSER LOGIN NAME PASSWORD URL

MPL-DIR-2020 Chrome (empty) M8T3**** https://wowbrary.org/sponsorlogin.aspx

MPL-DIR-2020 Chrome (empty) Aban**** (empty)

MPL-DIR-2020 Firefox (empty) rain**** https://digital.statelib.lib.in.us

MPL-DIR-2020 Firefox (empty) 125R**** https://www.amazon.com

MPL-DIR-2020 Firefox 13417 libr**** http://orders.jhsaylor.com

MPL-DIR-2020 Chrome 13417 libr**** http://orders.jhsaylor.com/scwcpgmp/scw0...

MPL-DIR-2020 Chrome 2376891 2376**** https://premiumaudit.selective.com/login...

MPL-DIR-2020 Chrome 26825000089169 4927**** https://libbyapp.com/interview/authentic...

Remediation:Remediation: Work with users and train them to never store their passwords inside browsers or other
memory on the device. Review the passwords that were uncovered during this evaluation, consider
additional training around password complexity. Implement password manager with multifactor
authentication capabilities to make it difficult for the attacker to get to the memory storing the password
set.

When a user is phished and clicks a link,
there is one thing running EVERY SINGLE
TIME: their web browser. Hackers quickly
abuse the user's privileges, identify the
cypher for the browser, and then use that
cypher to access all passwords, tokens,
cookies and private data that web browser
has access to. The attacker takes this data
set and uses it to access additional
accounts to find out more about their victim
or to identify a list of people who trust the
victim. They use this list to then infect other
unsuspecting organizations.
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M365M365
 HIGH RISK ISSUES Page 1/1

M365 ACCESS TOKEN STOLEN
Hackers abuse memory and user privileges to access browser cookies and tokens. Cookies and
tokens are the digital keys that allow users to have continued access to tools like M365 without having
to reenter their passwords. Some of these digital keys have expiration dates, while others are valid
forever. Our team was able to exfiltrate M365 keys for the users in this list. These are all keys that do
not expire, giving the attacker access to each account until the user changes their password.

COMPUTER NAME USERNAME NAME SOURCE

MPL-DIR-2020 AStroud ESTSAUTHPERSISTENT Firefox

MPL-DIR-2020 AStroud ESTSAUTHPERSISTENT Chrome

Remediation:Remediation: Consider policy to stop users from saving persistent cookies to their devicesstop users from saving persistent cookies to their devices . These
cookies are especially dangerous because they are usable even after the user logs off their session.
Consider password rotation to expire these permanent cookies.
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AntivirusAntivirus
 HIGH RISK ISSUES  Page 1/1

SYSTEM DID NOT PRODUCE ALERTS FOR PASSWORD CRACKING ATTEMPTS
When an attacker phishes a user, they use tools on the device to crack passwords. It does not appear
that the logs in this environment are producing the proper alerts for this type of behavior.

Remediation:Remediation: Verify Windows Advanced Auditing is configured to detect malicious behavior like NTLM
hash dumping.
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FirewallsFirewalls
 MEDIUM RISK ISSUES  Page 1/2

REMOTE DESKTOP PORT OPEN
Attackers use Remote Desktop to move laterally inside networks. Currently big game hunters like Ryuk are
using this to deploy ransomware.

COMPUTER NAME USERNAME ADDRESS PORT

UPMAINCIRC2018 all 192.168.17.2 3389

UPMAINCIRC2018 all 192.168.17.3 3389

Remediation:Remediation: Reduce your risk by disabling Remote Desktop ports if at all possible.
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FirewallsFirewalls
 HIGH RISK ISSUES  Page 2/2

FIREWALL DEEP SCAN RESULTS
The firewall failed to block traffic containing a simple malicious payload. Additional analysis is
required to determine the cause of this issue.

Remediation:Remediation: Verify deep packet inspection is properly enabled and configured for HTTPS traffic.
Contact the team at Galactic Advisors for additional tools to perform an advanced analysis.

CONFIDENTIALCONFIDENTIAL
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EncryptionEncryption
 HIGH RISK ISSUES  Page 2/2

UNENCRYPTED HARD DRIVES
The following lists all unencrypted drives found in the network.

COMPUTER NAME USERNAME DRIVE NAME DRIVE FORMAT DRIVE TYPE ENCRYPTION STATUS

MPL-DIR-2020 AStroud C:\ NTFS Fixed Fully Decrypted

UPMAINCIRC2018 all C:\ NTFS Fixed Fully Decrypted

UPMAINCIRC2018 all D:\ NTFS Fixed FullyDecrypted

UPSTAFF2018 all C:\ NTFS Fixed Fully Decrypted

UPSTAFF2018 all D:\ NTFS Fixed FullyDecrypted

Remediation:Remediation: Make sure drives are encrypted.
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SurveillanceSurveillance
 MEDIUM RISK ISSUES  Page 1/1

GENERAL SURVEILLANCE WARNING
See antivirus and firewall section - it does not appear that alerting is properly configured to detect an
advanced persistent threat in the environment.

Remediation:Remediation: See antivirus and firewall section to address issues.
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Proposal for Managed IT Services 
 

 Monon Town and Township Public 

Library   



 

AVC TECHNOLOGY, 238 S MERIDIAN ST SUITE 300, INDIANAPOLIS, IN 46225 
WWW.AVCTECHCORP.COM PAGE 1 

 

 

Company Overview:  
 

 

AVC Technology (AVC) has been in business since 1971, serving the needs of schools, 

libraries, and government entities in Indiana.  Technology has changed over the past 50 

years, but AVC has worked hard to put customer needs first and this has been 

demonstrated by its steady growth and many customer relationships lasting decades. 

 

AVC currently has relationships with several Public Libraries in the state to provide best-

fit IT solutions and services.  Our programs are designed to fit library IT budgets while 

handling some of the important basic maintenance and security of your technology and 

providing an escalation point for more difficult issues as well as providing deep expertise 

for IT planning and assessments.  The service is typically built upon the successful 

installation and configuration of technologies AVC will utilize to monitor and maintain 

critical customer systems.  This provides deep value through repeatable and proven 

technology automation and processes as well as support personnel that understand 

library needs and objectives. 

 

Many libraries are also aware of AVC for its library software portfolio.  Our software 

services practice has worked hand-in-hand with our IT services practice over the years.  

Most notably, we offer a library-focused Accounting and Payroll system as well as PC 

reservation software, wireless usage reporting, an ILS system, and many library-focused 

utilities.  

 
 

AVC Support Methodology:  
 

Our methodologies provide deep value … and ultimately maintain or reduce overall 

costs while keeping technology current, operational, and secure. 

 

How is this done?   

Let us look at some of the high-level components and advantages: 

• We include tools which allow us to quickly provide remote support – this saves 

time and money and solves 90% of problems quickly. 

• We include tools which tie into documentation and ticketing systems – this 

captures important history and configuration so, again, problems and changes 

can be handled quickly and with as little re-work as possible. 

http://www.avctechcorp.com/


 

AVC TECHNOLOGY, 238 S MERIDIAN ST SUITE 300, INDIANAPOLIS, IN 46225 
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• We include tools which monitor and report configuration data, performance 

data and logging/alerting – this allows us to catch issues, focus spend on highest 

priorities, maintain historical data when repairing down systems and even alert 

to pending issues or early security breaches. 

• We standardize tools, configurations, and processes where possible to maximize 

labor efficiencies – why spend money by the hour when the work can be 

minimized in the first place? 

• We provide end-point security licensing (i.e. antivirus and security tools) so 

libraries do not need to pay separate fees AND we can streamline deployment, 

updates, and maintenance across all sites. 

• We perform quarterly maintenance checklists to make sure everything is running 

as expected and no major risk items are out of compliance. 

• We have senior account managers meet at least annually with library directors 

and key staff for a Technology Business Review (TBR).  This includes an 

assessment of current technology and security positions; together with library 

objectives we are able to produce a 3-yr technology planning document with 

major itemized goals and budgetary estimates.  We also track expirations for 3rd-

party licensing or technology agreements which helps minimize administrative 

work for library directors and technology managers. 

 

Of course, everything cannot be “minimized”, “maximized” or “automated” away.  This 

is where our well-regarded support team comes into play!  We believe that personal 

relationships and aligned goals are extremely important; providing access to skilled staff 

that care about our customers is a top priority at AVC. All the above has been tuned 

over years to minimize problems and reduce labor needs but when you need to talk to 

someone we are here!  All plans include the above PLUS a set number of labor hours to 

fix problems when they arise or respond to incidents.  These can be remote or onsite 

depending on the need. 

 

What is the result of these programs we have tuned over many years?  Improved 

technology outcomes, minimized problems and headaches, technology spending on the 

RIGHT areas, alignment in objectives, predictable fees …... just plain making things 

SIMPLER for libraries and staff.  And remember, we are trying to MINIMIZE billable 

hours not position for as many hours as possible – THIS IS AN IMPORTANT 

DIFFERENTIATION.  We are here to be a partner. 

 
 

http://www.avctechcorp.com/
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SelectCARE Plan Deliverables Description:  
 

 

Implementation Process 

Following a signed Agreement, AVC Technology will begin the onboarding process.  A transition period may be 
required during the cancellation period with current provider. The standard process is listed below, and will be 
completed in the first month of service 
 

• Onboarding: The Technical Account Manager will come onsite for thorough documentation and 
understanding of the customer’s IT processes and infrastructure. The Technical Account Manager begins 
knowledge transfer to the Helpdesk so they can affectively help when calls and alerts are triggered.  

• Kick-Off Service: Installation of remote monitoring agents on servers and workstations.  Notification of 

the process to create new service requests.  

 

 

Support and Escalation 

AVC will provide a Senior Technician (the Technical Account Manager) and Helpdesk Technician to provide 

support to customer’s computers, servers, peripheral devices (ie: smart phones, printers, scanners) and end user 

support requests.  The helpdesk is staffed 8:00 a.m. through 5:00 p.m. Monday through Friday.  Emergency 

support is available after-hours. 

 

The preferred method for non-emergency support requests is for users to email support@avctechcorp.com or 

contacting the helpdesk at (317) 225-4615 option 3.  Support requests can also be submitted or reviewed via our 

client portal. 

 

 

Annual Consultation: 
Every three months AVC will perform an extensive analysis of your network’s trends, security, and 

performance, and will meet with Customer at least annually to review the library’s goals and technology issues. 

This analysis and review will allow us to make recommendations to improve your network performance, 

productivity, and help you plan and budget for future IT needs. 

  

 

Maintenance and Monitoring Services  

Our 24/7 network maintenance monitoring service will allow us to see every aspect of your network to detect 
and report problems before they escalate into downtime, data loss, or expensive repair issues. Some of the 
items include:  
 

• Network Infrastructure Monitoring • Server Maintenance and Monitoring 

• Hardware integrity and reliability • Storage space and availability 

• Monitoring of Critical Services • Third Party Patching and Updates 

• Microsoft Patching and Updates 

 

• Backup, Disaster Recovery, and Continuity 

Services (add-ons) 
 

 

Project & Consulting Services 

If requested, AVC will provide planning, design and implementation services for projects.  If work is deemed a 

project by both AVC and the Customer, then an estimate will be given to the customer for approval before work 

is performed. Project work includes such things as new server setup, new software application installation and 

configuration, or new office set up or office moves. 

 

 

 

 

 

http://www.avctechcorp.com/
mailto:support@avctechcorp.com
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References:  
 

As mentioned, AVC works with several libraries in Indiana using the presented 

methodology to manage technology and minimize problems.  Below is a list of some 

libraries currently using these services.  Note that these libraries geographically cover 

the state; we have proven over several years the successful mix of remote and onsite 

services even for customers at distance from our home office.   I am sure any would be 

willing to discuss their experience, or we could make introductions based on any criteria 

requested (size, etc.). 

http://www.avctechcorp.com/


 

AVC TECHNOLOGY, 238 S MERIDIAN ST SUITE 300, INDIANAPOLIS, IN 46225 
WWW.AVCTECHCORP.COM PAGE 5 

 

• Shelbyville/Shelby County Public Library 

• Greenwood Public Library 

• Jefferson County Public Library 

• Hagerstown Public Library 

• Jay County Public Library 

• Walton & Tipton Township Public Library 

• Union City Public Library 

• Bicknell-Vigo Township Public Library 

• Vermillion County Public Library 

• Parke County Public Library 

 

Additional Services:  
 

AVC is well positioned to provide several additional value-add offerings.  While this 

proposal and pricing is focused on core services, a (non-exhaustive) list of other 

products and services will be included here.  By working with a large number of clients, 

and specifically libraries, AVC is able to obtain vendor discounts and access support that 

many other companies are unable to access.  We then leverage these discounts and 

support relationships to provide better pricing and higher service levels to our clients.  

We also, where possible, try to standardize technology across clients.  This decreases 

costs, implementation times and streamlines support issues and training. 

 

Examples: 

• Security Services - Filtering, Firewalls, Employee Training, Advanced Services 

• Messaging and Collaboration 

• Wireless Services 

• Backup and Continuity Services 

• Voice and Unified Communications 

• File and Workflow Management 

• Physical Security - CCTV 

• Mobile Device Management 

• Hardware – Desktop/Server refresh 

• Cloud Services 

• Library Specific Software - Public Computer Mgmt, Print Mgmt, Reporting, etc. 
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Base Plan Deliverables:  
 

AVC SelectCare plans are structured as a monthly fee based on computer and server 

counts and number of hours included for metered services.  Below is a review of the 

major components included per seat (computer/server).  An optional Advanced Security 

package is available at additional cost. 

 
AVC SelectCARE Services – Per Computer 

Management, Monitoring, Administration, Help Desk and Proactive Technology Planning. 

Included Flat-Rate Services: 

• Base security services: End-point protection (i.e. AV). 

• Management and monitoring tools on computers; alerting and automated maintenance. 

• Inventory management and reporting. 

• Remote Support Tools. 

• Risk mitigation and technology planning services: technology alignment services and annual 

executive technology business reviews (TBR).   

Included Metered Services: 

• Help Desk services (metered). 

• Systems administration (metered). 

• Network Operations Center (NOC) (metered). 

• Quarterly technical audits (metered). 

 

Advanced Security Option – Per User/Computer 

Included Services: 

• Endpoint EDR licensing and management 

• User security training and testing package. 

• Domain Dark-Web Monitoring. 

 

 

Licensing, subscriptions, setup and ongoing management, maintenance, and support for 

the above items are included in one monthly fee.   

 

Metered services are tracked by the hour (15-minute increments).  This generally 

includes hands-on support/administration/NOC services.  We have found a major 

percentage of this can be handled remotely quickly and efficiently.  Customers do have 

dedicated technical contacts so relationships and customer network knowledge are still 

developed, and we can schedule onsite visits as needed for emergencies or “hands-on” 

work.  Travel time is tracked as metered hours for onsite services UNLESS onsite visit is 

included under a separate purchase/SOW (often we can combine with another project 

delivery or combine travel to multiple customers if non-emergency in order to minimize 
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travel costs to any one customer).  Non-planned (emergency) services provided outside 

normal working hours or on weekend/holidays will be tracked at double-time. 

 

AVC works with customers to prevent overage fees.  Customer needs do vary and, in all 

but extreme circumstances, we are able to work proactively to determine if hourly 

package changes are recommended.  We do also offer the ability to “borrow” hours and 

“carry-over” hours in order to make the best use of allocated time. 

 

Pricing:  
 

Pricing for this proposal include the following coverage: 

(19) Desktop/Laptop SelectCare Services 

(1) Server SelectCare Services  
(1) Server Backup and Disaster Recovery  

Includes Licensing, Monitoring, Off-site Storage (up to 2TB), Quarterly Test Restores  

(1) Customer Site 

(3) Hours/Month Metered Services 

 

SelectCare Monthly Cost: $1020 

Advanced Security Services Add-On (up to 20 computers/20 users): $164/mo. 

 

Initial Term is 1 year with an onboarding fee equivalent to one month’s service. 

 

In the rare case of overages, the following fees would apply.  Note that typically we 

would work with the library to find the correct metered hours included in the monthly 

fee at reduced rates; overages would be unlikely.  However, there are emergency 

scenarios or disasters than may incur overages (and may likely be covered by insurance). 

Overages: $125/hr standard rate, 2x for evening/weekend/holiday. 

 

Additional SelectCARE seats and/or adjustments to included hours (at discounted rates) 

would be quoted at current prices if needed.  Note that all computers must be covered 

on the network as there are security dependencies between network devices. 

 

Items may be discovered during onboarding to meet minimum compliance standards.  

These and other highly recommended network changes may be presented as projects 

during the onboarding phase and/or ongoing Technology Business Review (TBR). 
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Non-Disclosure / Unauthorized Use:   
Please note that much of the information contained in this document, including but not limited to 

reference lists, plan inclusions and plan pricing is competitive proprietary information for AVC 

Technology.  By receiving this document, customer agrees to keep such information confidential and 

limit sharing only to those parties necessary to evaluate information for the purposes of approval. 
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